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- Islamic financial trend

...Sharia still have potential to grow since its current share is only 6.5% of Indonesia total banking
asset. Digital platforms must be utilized to drive sharia growth.

TREND OF ISLAMIC FINANCIAL ASSETS INDONESIA IS A POTENTIAL MARKET FOR DIGITAL BANKING
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... With this much of potential to grow, digital is playing a critical role to @
continue boosting & distributing sharia banking solution by




... However, digital expansion has its own challenge where Cybercrime is @
continue to grow as well

SOCIAL ENGINEERING I

= Non technical kind of
intrusion that relies heavily
on human interaction

= Often involves tricking other
people to break normal o
security procedures

SIM SwAP

= Mobile device specific fraud

* Fraudster approaches your mobile
service provider pretending to be you
and request that the existing number
be assigned to a new or ‘replacement’ ¢
SIM card.

WATERING HOLE

* |njecting malicious code onto the
public web pages of a website that a
small group of people usually visit

DISTRIBUTED DENIAL OF SERVICE

= Make online service
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= Take the network down by
overwhelming the site with
traffic fro a variety of
sources

MALWARE BASED-ATTACK

= Computer virus, worms,
trojan horse, spyware.

= Perform a variety of function:
stealing, encrypting/deleting
sensitive data, altering core
computing function,
monitoring users’ computer
activity without their
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Source: 1) www.searchsecurity.com | www.pandasecurity.com | www.aib.1e permission



But it should not stop us to continue to innovate and serve our
customer better and increase sharia market share expansion
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